
.

2. Report any errors, discrepancies, or suspected unauthorized transactions immediately to Newport, but  in
no event later than 30 days after your account information has been posted online or delivered to  you.

3. Use multi -factor authentication when logging in to your account, if  available.

4. �&�R�P�S�O�\���Z�L�W�K���1�H�Z�S�R�U�W�¶�V���F�X�U�U�H�Q�W���S�D�V�V�Z�R�U�G���F�U�L�W�H�U�L�D���D�Q�G���R�W�K�H�U���V�H�F�X�U�L�W�\ device/guidance.

5. Keep your contact information current so you can receive important communications and ensure we  can
contact you in case of suspected unauthorized  activity.

6. Cooperate fully in investigating and prosecuting any unauthorized account activity. For example, you  may
be required to complete a notarized affidavit, file a police report, sign a release form, or allow us to access

or ESOP accounts. In addition, the Participant Protection Guarantee is not applicable for institutional clients for which 

Newpor t provides private label - branded products and accounts.  

What are the other terms and conditions of the Participant Protection Guarantee?  

Newport, in its discretion, will determine the applicability of the Participant Protection Guarantee, any 
reimbursement amounts, and the type of reimbursement based on the facts of your situation. 

In addition, as a condition to receiving the guarantee, you may be required to assign to Newport any rights to recovery 

available to you and/or sign a release.  

Newport Group, Inc. and its affiliates provide recordkeeping, plan administration, trust and custody, consulting, fiduciary 

consulting, insurance and brokerage services. 
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